
 
 
 

INFORMATION SECURITY POLICY 

 

The security of the information we obtain from our transport activities since 1857 is of 
critical importance to us. Fratelli Cosulich is attentive to the information security 
requirements of all interested parties with whom it comes into contact during the 
performance of its activities. Fratelli Cosulich has established and operates an Information 
Security Management System in accordance with international standards.  Accordingly, we 
pay due attention to information security within the framework of the following principles; 

• To ensure the confidentiality, integrity and accessibility of the information assets 
entrusted to us by all our related parties within the scope of the Information Security 
Management System, 

• To comply with all legal regulations and agreements with third parties (business 
partners, customers, suppliers) regarding information security,  

• To ensure that all business processes are compatible and balanced with information 
security processes, 

• Protecting our reputation and brand value in the eyes of our employees, customers, 
suppliers and the public, 

• To reduce the likelihood of an information security breach incident and to respond 
in a coordinated manner in case of an incident, 

• To minimize the damages that may arise from information security by effectively 
managing information security, 

• To prevent interruptions that may occur in critical business processes, to become 
operational again within the targeted recovery time in case of failure, 

• To implement the Information Security Management System in accordance with 
international standards, to support the system by providing the necessary resources 
and to ensure its continuous improvement. 

• All management staff are responsible for the compliance of the units they manage 
with this policy and related procedures. 

• Compliance with the Information Security Policy is mandatory for all employees. 
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